Практически каждый современный пользователь Интернета имеет личную страничку в одной, а то и нескольких социальных сетях, где можно переписываться с друзьями, делиться фотографиями и иной информацией. Однако от граждан, пользователей той или иной социальной сети, все чаще и чаще стали поступать заявления в полицию о мошеннических действиях неизвестных лиц, которые посредством социальных сетей от имени их знакомых завладевают денежными средствами.

Так, в ОМВД России по Ташлинскому району обратилась 60-летняя жительница района с письменным заявлением о том, что в отношении нее были совершены мошеннические действия. По материалам дела было установлено, что неизвестные взломали страницу ее знакомой в социальной сети и предложили помощь в оформлении полагающейся всем гражданам социальной выплаты в размере 8 000 рублей. Потерпевшая, не проверив информацию, предоставила мошенникам пароль и секретный код соей банковской карты, в результате чего с ее карты была списана сумма в размере 10 000 рублей.

По данному факту следователем следственного отделения ОМВД России по Ташлинскому району заведено уголовное дело по статье 159 части 2. Санкцией данной статьи предусмотрено максимальное наказание в виде лишения свободы на срок до 5 лет.

Чтобы обезопасить себя от взлома аккаунта сотрудники полиции рекомендуют придерживаться следующих правил:

- создавайте сложные пароли, используя цифры, символы, а также прописные и заглавные буквы.

- никогда не переходите по подозрительным ссылкам, особенно если их прислали незнакомые люди.

- при входе на свою страницу, где необходимо ввести данные, всегда смотрите на адрес сайта в поисковой строке браузера, он может отличаться от оригинального знаком или одной буквой и оказаться фальшивым.

Уважаемые граждане, проверяйте информацию, поступающую посредством сообщений в социальных сетях, не предоставляйте свои персональные данные третьим лицам.
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